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Dos aviones Airbus A330 de Qantas Airways se pueden ver en la pista cerca de la terminal nacional del Aeropuerto de
Sídney en Australia, el 30 de noviembre de 2017. REUTERS/David Gray Derechos  de licencia de compra

SYDNEY, 12 oct (Reuters) - La australiana Qantas Airways dijo el domingo que era una

de las compañías cuyos datos de clientes habían sido publicados por cibercriminales

después de que un pirata informático los robara en julio en una violación de una base de

datos que contenía información personal de los clientes de la aerolínea.

La aerolínea declaró en julio que más de un millón de clientes sufrieron el acceso a

información confidencial, como números de teléfono, fechas de nacimiento o domicilios

particulares, en una de las mayores brechas de seguridad de Australia en años. Otros

cuatro millones de clientes solo sufrieron el robo de su nombre y dirección de correo

electrónico durante el ataque, según informó entonces.

Qantas afirma que los datos de los clientes fueron
publicados por ciberdelincuentes meses después de la
violación cibernética

Por Reuters

12 de octubre de 2025, 17:23 GMT+11 · Actualizado el 12 de octubre de 2025
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Infórmese sobre las últimas tendencias ESG que afectan a empresas y gobiernos con

el boletín informativo Reuters Sustainable Switch. Suscríbase aquí.

Publicidad · Desplácese para continuar

La violación de julio representó el ciberataque de más alto perfil de Australia desde que el

gigante de las telecomunicaciones Optus y la aseguradora de salud Medibank fueron

afectados en 2022, incidentes que provocaron leyes obligatorias de resiliencia

cibernética.

El domingo, Qantas dijo en un comunicado que era "una de varias compañías a nivel

mundial cuyos datos fueron publicados por ciberdelincuentes luego del incidente

cibernético de la aerolínea a principios de julio, donde se robaron datos de clientes a

través de una plataforma de terceros".

"Con la ayuda de expertos en ciberseguridad, estamos investigando qué datos formaban

parte de la publicación", afirmó.

"Tenemos una orden judicial vigente para evitar que los datos robados sean accedidos,

vistos, divulgados, utilizados, transmitidos o publicados por cualquier persona, incluidos

terceros", añadió la aerolínea.
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El colectivo de hackers Scattered Lapsus$ Hunters está detrás de la divulgación de datos

de Qantas, que ocurrió después de que pasara la fecha límite de rescate establecida por

el grupo, informó el sitio de noticias Guardian Australia.

Qantas se negó a hacer comentarios sobre el informe.

Reportaje de Sam McKeith desde Sídney

Nuestros estándares: Los principios de confianza de Thomson Reuters.

Derechos de licencia de compra

Leer a continuación

Hace 2 horas

La FTC investiga si TP-Link engañó a los consumidores

estadounidenses sobre su división en China, dice una fuente 

Hace 10 horas

Taiwán prohibirá la aplicación china Xiaohongshu durante un año por

preocupaciones de fraude

Hace 12 horas

Sostenibilidad

BT lanza una plataforma de datos soberanos para empresas y el

sector público
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